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Abstract Collecting DNA from crime scenes and individuals and storing it in databases is regarded increasingly as critical for criminal investigation and prosecution. This article considers the development of non-conviction DNA databases in the United States and England and Wales, and examines why current legal trajectories are in opposite directions, with the United States becoming more permissive in terms of database expansion and England and Wales less so. It posits that any such trend is contingent on many factors. Political and cultural variables in England and Wales prompted database expansion, facilitated by the absence of robust constitutional protection for privacy. Nevertheless, the jurisprudence of the European Convention on Human Rights now limits this scheme. In contrast, classical liberal ideology and the construal of the norm of privacy provided a brake in the American context, yet it appears that non-conviction databases will become more common there given extant interpretation of the US Constitution.
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The collection of DNA (deoxyribonucleic acid) from crime scenes and from individuals is regarded increasingly in political, policing and popular discourse as a critical aspect of effective modern criminal investigation and prosecution. The benefits of gathering and comparing DNA are manifold:
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suspects may be more readily and speedily identified, innocent persons may be ruled out and the wrongfully convicted exonerated, while the enhanced likelihood of detection may deter some would-be criminal actors. Beyond this, the rationale for creating repositories in which to hold such DNA on an ongoing basis is that it allows for later automated speculative (or ‘cold’) searching, thereby facilitating comparisons between stored samples and material collected subsequently from crime scenes or victims rather than requiring renewed or repeat individual collection. Despite the consensus regarding DNA’s significance for criminal justice, policies governing collection and retention of genetic material differ greatly between jurisdictions. In particular, the issue is most fraught and divisive concerning arrestees, or ‘non-convicted’ persons more generally, given that DNA collection from an individual before a criminal trial affects the rights to bodily integrity, to personal privacy and the privilege against self-incrimination, while ongoing storage of DNA arguably impacts on the right to privacy and the presumption of innocence.

Rather than exploring these affected rights, or reiterating the science of DNA, the technology of DNA profiling, its significance in criminal investigations, its

---

1 Extant case law in the United States and Europe indicates that DNA collection does not unjustifiably affect the right to bodily integrity. In United States v Kincaide 379 F3d 813 (9th Cir 2004) (en banc) the intrusion of a blood test for the purposes of DNA collection was described as ‘not significant’ and in United States v Pool 645 F Supp 2d 903 (2009) the intrusion was seen as ‘minimal’. The European Court of Human Rights (ECtHR) emphasised in Junnke v Turkey, 13 May 2008, App. No. 52515/99 at para. 72 that Arts 3 and 8 do not ‘prohibit recourse to a medical procedure in defiance of the will of a suspect in order to obtain from him or her evidence of his or her involvement in the commission of a criminal offence’, but this must be warranted on the facts of a particular case and must not constitute inhuman and degrading treatment. Similarly, although compulsory urine tests to detect drug consumption in prisoners interfered with Art. 8, they were deemed ‘necessary in a democratic society ... for the prevention of disorder or crime’ (Peters v Netherlands, Commission Application No. 21132/93, 6 April 1994).

2 In the absence of a Supreme Court on point, US state courts have supported the forcible collection of DNA from arrestees despite Fourth Amendment challenges: see, e.g., Anderson v Virginia 650 SE2d 702 at 706 (Vir 2006); United States v Pool 645 F Supp 2d 903 (2009); Haskell and Ento v Brown 677 F Supp 2d 1187 (2009). The Grand Chamber of the European Court of Human Rights in S and Marper v United Kingdom (2009) 48 EHRR 50 found that the taking of DNA pursued the legitimate aim of ‘linking a particular person to the particular crime of which he or she is suspected’ (at para. 100) and while it recognised the importance of such information in the detection of crime it ‘delimit[ed] the scope of its examination’ to the retention of such persons’ DNA (at para. 106). Despite the finding of breach of the right to privacy under Art. 8 in this specific case, the judgment may be read as approving collection and retention of DNA in limited circumstances notwithstanding the implications for privacy.

3 The dicta in Saunders v United Kingdom (1997) 23 EHRR 313 at para. 69 and Schmerber v California 384 US 757 at 761 (1966) discount decisively physical evidence and therefore DNA from the scope of the privilege against self-incrimination.

probative value or associated evidential problems (which have been assessed ably elsewhere⁶), this article will consider, through policy analysis, the development of non-conviction⁶ databases in the United States and England and Wales, and will examine why the current legal trajectories are in opposite directions. The policies and practices in England and Wales were the most permissive in the common law world as to the populations from whom DNA samples may be taken and retained; for the past decade samples have been taken from arrested and charged persons and retained indefinitely but this is currently being amended to accord with ECtHR case law. In a contrasting trend, the United States, at the federal level, and many American states have been more circumspect in extending DNA collection and retention to non-convicted persons, but significant momentum is gathering towards DNA collection from certain arrestees.

Crime control measures in the US often represent a prototype for other countries, in terms of the trend and direction of policy transfer.⁷ However, rather than the ‘American exceptionalism’ so often cited in criminological literature,⁸ England and Wales once represented somewhat of an anomaly in regard to surveillance,⁹ with the most expansive scheme of DNA retention for innocent persons in the common law world, though this is to change. Comparing these jurisdictions is instructive due to their shared cultural and common law heritage, and the degree of criminal justice policy transfer between them in a general sense. This article will explore numerous ideological, political and pragmatic reasons which may have hitherto safeguarded non-convicted persons in the United States from DNA sampling and categorisation. Then it will examine the extent to which the law has a determinative function insofar as it may curb or alternatively facilitate policy drivers relating to DNA databases, given that human rights cases now force the reining in of the English approach while the interpretation of the Constitution

⁶ The term ‘non-conviction’ is used as shorthand throughout this article in relation to the process of DNA collection and retention which is not dependent on a criminal conviction and occurs regardless of the results of investigation or prosecution. One viable alternative term, ‘pre-conviction’, may suggest that a conviction does indeed follow, which is not necessarily the case, while ‘arrestee’ is not appropriate given that the process may apply to persons prior to arrest in England and Wales.
permits expansion in the United States. In other words, political imperatives or penological trends are circumscribed by the structure and implementation of the basic law of the state.

DNA and criminal justice

Before considering the powers that exist on both sides of the Atlantic as regards DNA collection and retention, it is useful to discuss briefly the significance of DNA and how it operates in the context of criminal justice. The genetic material in human DNA determines physical characteristics and traits, genetic disorders, susceptibility to disease and ethnic origin. Crucially for the purposes of criminal investigation, an individual's DNA is unique (except in the case of identical twins) and is inherited from both one's parents. As more similarities may be seen in the DNA of siblings and family members when compared with unrelated persons, DNA may reveal familial relationships. Thus, a DNA sample contains a range of intimate personal and family information. In contrast, a DNA profile, generated from a sample, is a set of identifying characteristics from regions of DNA that are not known to provide for any physical characteristics or medical conditions of the person. A profile, which includes a gender indicator, consists of a list of numbers based on specific areas of DNA known as short tandem repeats and thus may only be read and interpreted with the aid of technology. Although profiles are computerised, they still contain 'substantial amounts of unique personal data' including information about familial relationships and ethnic origin. Using DNA in criminal investigations involves the comparison of material gathered from crime scenes and samples and/or profiles collected from individuals in the hope of a match which would permit narrowing the investigation to one or more particular persons.

Many fallacies exist about DNA evidence insofar as it is often viewed as completely reliable and beyond question. However, as with other forms of physical evidence, the potential for false positives exists. The profiling system in the UK collects markers from 10 regions or loci of an individual's DNA, whereas the previous system used six and in the United States 13 loci are used. Therefore it is entirely possible that an 'adventitious match' could occur between two DNA profiles: indeed, the current British methodology has been criticised by Alec Jeffreys, the

scientist responsible for developing the method of profiling,13 who has called for an increase of the number of markers collected to 15 or 16.14 While the danger of false matches is recognised in British official documents, it is argued that further testing of additional DNA loci would enable a distinction to be drawn between two such individuals' DNA, except in the case of identical twins.15 In addition, false matches could also occur as a result of contamination at the time the swab was taken, or during comparison in the laboratory. Furthermore, human error in storage, processing or interpretation is always possible, as with all other physical evidence. It is also conceivable that a positive match could be found between crime scene material and a suspect's DNA which does not denote criminal culpability, by virtue of a person innocently being present at a particular location, or through the 'planting' of evidence, or by the creation of 'false' or mixed DNA.16 Moreover, despite popular media portrayal, logistical, practical or financial reasons mean that not all crime scenes are swabbed for genetic material, and so comparison with database profiles is not always part of an investigation. Finally, notwithstanding the political hyperbole and lure of scientific evidence, the number of detections and convictions resulting from the matching of crime scene DNA to a personal profile already on the database may be very low, with one estimate as little as 0.3 per cent.17

The law on DNA collection and retention

The history of and current laws on DNA databases will now be outlined to demonstrate the contrasting trajectories of policy in England and Wales and the United States. The UK's National DNA Database (NDNAD) was set up in 1995 and contains genetic material gathered from all over the United Kingdom (Scotland also has its own discrete database).18 A number of categories of genetic material are kept on

13 See <http://www2.le.ac.uk/departments/emfpu/genetics/explained/profiling-history>, accessed 5 August 2011.
14 House of Commons Select Committee on Science and Technology, Seventh Report, Session 2004–05, para. 86.
the NDNAD, namely biological material collected from crime scenes that relates to an investigation, personal materials taken from a particular named individual identified by the police, and volunteer samples. Profiles are uploaded onto the database under one of these classifications as either crime scene or 'subject' profiles. Proportionately speaking the NDNAD is the largest database of its kind in the world and contained 7.39 per cent of the UK population in 2009,\textsuperscript{19} while most recent figures indicate almost 9 per cent coverage.\textsuperscript{20}

The NDNAD was established following the implementation in England and Wales of the Criminal Justice and Public Order Act 1994, Part IV of which permitted the taking and retention of samples from individuals convicted of a recordable offence and the comparison of such samples with stored material. The Police and Criminal Evidence Act 1984 (PACE) had allowed bodily samples to be taken when a person was charged, but samples obtained for DNA analysis were regarded as intimate samples which required consent and collection by a health care professional.\textsuperscript{21} Developments in technology permitted DNA to be extracted from a buccal (mouth) swab, and to this end s. 58 of the 1994 Act facilitated such collection by reclassifying a mouth swab as a non-intimate sample which does not require consent and could be collected by a police officer. While the NDNAD was not put on a statutory footing in the 1994 Act, a policy document from the Home Office outlined details regarding its formation and operation, such as it being an intelligence database only,\textsuperscript{22} and the latitude granted to police forces regarding the offences which entail DNA collection.\textsuperscript{23}

Rather than any single piece of consolidating legislation, the following years saw a continuous and incremental expansion in England and Wales of police powers to take and retain DNA samples. The Criminal Evidence (Amendment) Act 1997 allowed non-intimate samples to be collected from imprisoned individuals convicted for certain sexual or violent offences even if convicted before the implementation of the 1994 Act, and from persons acquitted by reason of insanity but

\textsuperscript{21} Section 65. An 'intimate sample' meant a sample of blood, semen or any other tissue fluid, urine, saliva or pubic hair, or a swab taken from a person's body orifice, while a 'non-intimate sample' was a sample of hair other than pubic hair, a sample taken from or from under a nail, a swab taken from any part of a person's body other than a body orifice, or a footprint or a similar impression of any part of a person's body other than a part of his hand.
\textsuperscript{22} Home Office, \textit{National DNA Database}, Circular 16/95, para. 23.
\textsuperscript{23} Ibid. at para. 40.
detained under the Mental Health Act. However, the 1994 Act did not permit retention of DNA samples and the profiles obtained if the individual was acquitted or not prosecuted subsequently. To remedy this perceived lacuna, indefinite retention of DNA was introduced by the Criminal Justice and Police Act 2001, prompted by controversy stemming from the decision in R v Weir as to the inadmissibility of DNA evidence which should have been destroyed but was illegally retained. The Court of Appeal refused to admit such DNA evidence and quashed the resultant conviction for murder, although the House of Lords later held that the issue of admissibility should have been a matter for the trial judge. As well as introducing indefinite non-conviction DNA retention, the 2001 Act had retrospective effect in that it validated the status of samples improperly held on the database. Moreover, the Act specified that retention is permitted only for the purposes of prevention and detection of crime, the investigation of an offence or the conduct of a prosecution.

The Criminal Justice Act 2003 expanded this legal scheme still further to permit DNA sampling from any individual arrested for or informed that he will be reported for a recordable offence whether or not detained in a police station or in police custody, and to allow for retention regardless of whether he is charged or prosecuted or not. Despite these far-reaching powers, there was no legislative provision in England and Wales as to the process of removal of a profile from the NDNAD which instead is governed by police guidance documents. A person whose DNA record is held on the NDNAD could request the chief constable of the relevant

24 Mental Health Act 1983, ss. 1 and 2.
25 See PACE, s. 64(1A), inserted by the Criminal Justice and Police Act 2001, s. 82(2).
26 R v Weir [2000] All ER (D) 751. In 1997 Weir was charged with drug-related offences and a sample of saliva had been taken from him to generate a DNA profile. The charges were discontinued, but the sample was not destroyed as should have occurred as soon as was practicable. The following year a burglary occurred in which one of the victims died and another was seriously injured. The police compared a blood stain found at the crime scene with profiles on the DNA database, and a match of the blood and Weir’s DNA profile was identified. He was arrested and two further blood samples confirmed the match. Weir was convicted of murder, burglary and assault and sentenced to life imprisonment. He appealed against conviction, arguing that the sample should have been destroyed, and that any evidence resulting therefrom was inadmissible. The Court of Appeal allowed the appeal and quashed the conviction, finding that the trial judge had no discretion to allow either the first sample or further evidence.
28 PACE, s. 64(1A).
29 A recordable offence is one which carries the possibility of a custodial sentence as well as other, non-imprisonable offences in the Schedule to the National Police Records (Recordable Offences) (Amendment) Regulations 2003 (SI 2005 No. 3106).
30 Criminal Justice Act 2003, s. 10.
police force to delete the profile, and this was to be granted at his discretion in exceptional circumstances, such as where a false allegation was made or where the person was unlawfully or wrongly arrested or unlawfully cautioned.\(^{31}\) However, these policies were applied unevenly,\(^{32}\) and both the Home Affairs Committee and the ECtHR noted that removal of DNA from the database occurred rarely.\(^{33}\)

In \textit{R v Chief Constable of South Yorkshire Police, ex p. LS and Marper, S (an acquitted child) and Marper (an adult against whom proceedings were not initiated)} sought judicial review of the decision of the police to collect and retain their DNA, but this was rejected by the Divisional Court on the basis that the decision did not contravene either the individual’s right to a private life under Article 8 or his right not to be discriminated against under Article 14 of the ECHR.\(^{34}\) The Court of Appeal upheld this on the grounds that the risks to the individual were not great and were outweighed by the benefits of retention.\(^{35}\) Similarly, the House of Lords dismissed the appeal, finding that there was no breach of Article 8, but that if such a breach had occurred it constituted minor interference only, and moreover that retention was proportionate to its aims.\(^{36}\) S and Marper challenged this decision in the ECtHR in Strasbourg\(^{37}\) where the Grand Chamber held that this ‘blanket and indiscriminate’ retention of DNA violated Article 8\(^{38}\) and favoured limiting non-conviction retention to serious suspected offences for a defined period of time.\(^{39}\) A more restrictive model was constructed by the Crime and Security Act 2010, but this Act was not implemented due to the change of administration in the United Kingdom.

The current Conservative/Liberal Democrat coalition is moving to a more limited approach by means of the Protection of Freedoms Bill, which is currently being debated. The Bill as it stands at the time of writing permits non-conviction DNA

---

32 House of Commons Home Affairs Committee, above n. 17 at para. 16.
33 Ibid. at para. 38; \textit{S and Marper v United Kingdom} (2009) 48 EHRR 50 at para. 35.
37 An individual application may be lodged in the ECtHR by any person, group of individuals, company or NGO who has exhausted domestic remedies and has a complaint about a violation of their right against a country which has ratified the European Convention on Human Rights (ECHR).
39 Ibid. at paras 109–110.
retention for three years in the case of arrest for certain serious offences.40 This may be extended for two years on application to the magistrates’ court, and appeal against this decision is permitted to the Crown Court.41 Although material may be retained pending investigation or proceedings, it must be deleted after acquittal or dropping of proceedings for minor offences.42

In the United States, inclusion in state DNA index systems (SDIS) and the National DNA Index System (NDIS) is governed by state and federal law respectively which often differ considerably in terms of permissible DNA collection and retention. Virginia was the first state in the USA to establish a DNA database, by requiring all convicted sex offenders to provide a DNA sample from 1989 and extending this to all convicted felons in 1990.43 At federal level, the Combined DNA Index System (CODIS) and the NDIS were established in 1998.44 This national database contains DNA profiles contributed by federal, state and local laboratories and is subdivided into a Forensic Index, containing profiles deriving from crime scene samples, and an Offender and Arrestee Index.45 All 50 states and the District of Columbia participate in NDIS,46 and essentially, CODIS allows federal, state and local crime laboratories to exchange and compare DNA profiles.47 By the turn of this century all states had legislated for DNA databases, although differences exist in terms of the included populations.

In contrast to England and Wales, DNA has been collected from a more circumscribed range of people in the US at federal level. The DNA Analysis Backlog Elimination Act of 200048 authorised DNA sampling from individuals in the custody of the Bureau of Prisons who were convicted of serious offences, such as homicide, sexual abuse or exploitation, kidnapping, robbery and burglary; this was extended by the USA Patriot Act of 2001 to include terrorism-related crimes49 and by the Justice for All Act of 2004 to cover all felonies, violent and sexual crimes.50 Arrestee samples could not be uploaded to the federal database until the DNA Fingerprint Act of 2005 required DNA sample collection by US agencies ‘from

40 Criminal Procedure (Scotland) Act 1995, ss. 18–20 (as amended).
41 Protection of Freedoms Bill, cl. 63F(7).
42 Protection of Freedoms Bill, cl. 63E.
43 Code of Virginia § 19.2-310.2.
44 FBI, above n. 12.
45 Ibid.
46 Ibid.
49 Public Law 107-56, 115 Stat. 272-402 (2001), Title V.
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individuals who are arrested or from non-U.S. persons who are detained under the authority of the United States'. Expungement occurs on receipt of a court order certifying that the charge has been dismissed or resulted in an acquittal, or that no charges are being brought.

Almost half of states now have laws authorising arrestee DNA sampling, but these pertain to felonies or offences punishable by a minimum period of imprisonment only. Louisiana has one of the broadest schemes in the US, requiring the collection of DNA samples for inclusion in the state database from persons who are arrested for felony offences and other specified offences. Whereas the United States once appeared reluctant to introduce policies permitting non-conviction DNA retention, such a trend is strengthening. This article considers a number of reasons, ideological, political and pragmatic, in seeking to shed light on the historical differences and current opposing trajectories of England and Wales and the United States in terms of DNA retention.

In an ideological sense, existing laws on, judicial interpretations of and values concerning privacy, searches, and state intervention informed the policies permitted and implemented in relation to DNA collection and retention. Politically speaking, the degree of policy transfer and the actions of policy entrepreneurs have contributed to the ready adoption and expansion of DNA databases, and this is compounded by the prevalence of the notion of risk in political discourse. Moreover, the advancement of DNA technology and available funding are also critical in a pragmatic sense. However, ultimately the interpretation and implementation of constitutional law and human rights governs the scope of the schemes and explains why the trends differ increasingly in both countries.

51 Title X of the Violence Against Women and Department of Justice Reauthorization Act of 2005, Public Law 109-162.
52 Section 2.
53 Alaska, Arizona, California, Kansas, Louisiana, Maryland, Michigan, Minnesota, New Mexico, North and South Carolina, North and South Dakota, Tennessee, Texas, Vermont and Virginia have laws authorising arrestee DNA sampling. See the website of the National Conference of State Legislatures, available at <http:/www.ncsl.org/IssuesResearch/CivilandCriminalJustice/StateLawsonDNADataBanks/tabid/12737/Default.aspx>, accessed 5 August 2011.
54 (SB 346) Act No. 487 of 2003; Chapter 6-A, § 15:609.
Ideology and DNA databases

The dominant norms engaged by DNA collection and retention are that of privacy and liberty, and the apparent reluctance to and delay in constructing non-conviction DNA databases in the United States may derive from legally and culturally entrenched ideologies, when contrasted with England and Wales.

The right of privacy

While no express right of privacy exists in the United States, a reasonable expectation of privacy derives from the Fourth Amendment which generally requires judicial authorisation for physical searches, and in addition a tort of privacy exists. Furthermore, statutory protection of personal information collected, retained and used by federal bodies is guaranteed by the Privacy Act 1974. In a constitutional sense, the relevant jurisprudence developed from a dissent in *Olmstead v United States* where, although the majority found wiretapping evidence not to breach the Fourth and Fifth Amendments, Brandeis J construed the Fourth Amendment broadly to encompass ‘the right to be let alone’. The US Supreme Court subsequently noted that ‘the “right to be let alone—the most comprehensive of rights and the right most valued by civilized men” is not confined literally to searches and seizures as such, but extends as well to the orderly taking under compulsion of process’. Although ‘[t]he concept of a constitutional right of privacy still remains largely undefined’, the right to be left alone, deriving from Cooley and emphasised by Warren and Brandeis, encapsulates the quintessentially American conception of protection of privacy, that is a liberty which provides protection from government interference.

Conversely, it is conceivable that the historical absence of a justiciable right of privacy in England and Wales led to a jurisprudence and a polity that disregarded its importance, thus facilitating the expansion of the DNA database at one stage. Despite the finding in cases such as *Entick v Carrington* that only with due authorisation could a person’s home be entered by agents of the state, less

---

58 277 US 438 (1928).
59 277 US 438 at 478 (1928).
64 *Entick v Carrington* (1765) 19 State Trials 1030 (KB).
judicial emphasis has been placed on the importance of privacy in England than in the United States. As Lord Nicholls emphasised in *Campbell v MGN Ltd*, 'In this country, unlike the United States of America, there is no over-arching, all-embracing cause of action for “invasion of privacy”.' While this may overstate the situation in the United States, it echoes the sentiment of Lord Hoffmann in *Wainwright v Home Office*:

> What the courts have so far refused to do is to formulate a general principle of ‘invasion of privacy’ (I use the quotation marks to signify doubt about what in such a context the expression would mean) from which the conditions of liability in the particular case can be deduced.

Instead of a right to privacy, the wrongful use of private information in England and Wales has been governed by the cause of action known as breach of confidence. Moreover, the Data Protection Act 1998 delineates the permissible processing of personal data, but significantly it does not instantiate a right of privacy per se.

Of course, this traditional depiction of the British approach to privacy is challenged by the enactment of the Human Rights Act 1998 (HRA) which imported the protections of the European Convention on Human Rights (ECHR) into domestic law, including Article 8 which provides that ‘everyone has the right to respect for his private and family life, his home and his correspondence’. The Act requires legislation to be read and given effect in a way which is compatible with the Convention rights so far as it is possible to do so and prohibits public authorities from acting in a way which is incompatible with a Convention right. Nevertheless, in contrast to the remedy for breach of a constitutional right in the United States which is direct insofar as it results in the striking down of offending provisions, the HRA does not permit a policy to be nullified by virtue of the infringement of a right, such as that of privacy. Instead, if the court is satisfied that the provision is incompatible with a Convention right, it may make a declaration of incompatibility. In this dialogic approach, Parliament then has the

66 *Wainwright v Home Office* [2003] UKHL 53 at [19], per Lord Hoffmann.
67 *Campbell v MGN Ltd* [2004] UKHL 22 at [13].
68 HRA, s. 3(1).
69 HRA, s. 6(1).
70 HRA, s. 4.
ability to remedy the situation if it chooses to do so, or a government Minister may make a remedial order to remove the incompatibility.72 In addition to this construction of rights protection which provides less of a judicial bulwark against legislative demands than in the United States, the framing of Article 8 provides a less than robust guarantor of privacy as it permits state interference to the extent that it is in accordance with the law and is necessary in a democratic society in the interests of factors including the prevention of disorder or crime.

The traditional absence of a right of privacy may have contributed to a cultural milieu in which policy makers felt that this norm could be abrogated without popular disquiet. Moreover, despite the enactment of the HRA, some English politicians and the superior courts did not internalise either the principle or the right of privacy. Indeed, the extent to which the previous Labour administration favoured an ideology of crime control and surveillance over privacy is exemplified by the proposed national identity scheme and the expansion of CCTV coverage, prompting the Information Commissioner to warn against the possibility of the United Kingdom sleepwalking into what he referred to as a ‘surveillance society’.73 While his sentiment is understandable, his choice of words underestimates the political will behind such proposals, such as was evident in the Criminal Justice and Police Act 2001 permitting indefinite DNA retention from non-convicted persons. Moreover, one can perceive lingering judicial scepticism about the notion and significance of privacy in the domestic English courts’ decision in R v Chief Constable of South Yorkshire Police, ex p. LS and Marper, as described above.74 The domestic courts’ resistance to the submissions of S and Marper encapsulates a particular and agnostic perspective on the right of privacy.

On the face of it, contrasting conceptions of privacy may go some way towards explaining the relative reluctance to expanding non-conviction DNA databases in the United States. Whitman presents a useful differentiation between continental European privacy protections which pertain to respect and personal dignity, in


73 House of Lords Constitution Committee, above n. 9 at para. 2, referring to R. Ford, ‘Beware rise of Big Brother state, warns data watchdog’, The Times, 16 August 2004. The Information Commissioner’s Office is an independent public body which upholds information rights in the public interest and promotes freedom of information by public bodies and data privacy.

74 See above, text accompanying n. 34.
contrast in America which is more oriented toward values of liberty. Thus, the perception in the United States of privacy as freedom in a personal sense, or as liberty in a political one, rather than privacy as dignity, may go some way towards explaining the traditional reluctance to classify individuals and thereby monitor them through DNA databases. In Colorado, for example, Senate Bill 241 to permit DNA collection from individuals arrested for felonies divided Republican senators, and in the US Congress, opposition to a proposal to collect DNA from all arrestees was predicated on the notion of privacy. However, this depiction of the United States as valorising the right of privacy may not be an accurate modern portrayal, given that other federal and state developments in the United States indicate no necessary aversion to abrogating this norm: the Patriot Act has permitted extensive surveillance since the terrorist attacks in New York, biometric identification is becoming more commonplace, the use of CCTV is growing, and comprehensive databases of personal information are kept by state agencies such as the Department of Motor Vehicles. Moreover, a straightforward privacy argument is confounded by the more limited approach to DNA collection and retention in Scotland, which shares the same limited conception of privacy as England and Wales and, as part of the UK, has the same structure of human rights protection. This suggests that it may not be the legal right to privacy as such but rather the cultural understanding of legitimate state action and intrusion that affected the introduction and extension of DNA databases, and go some way towards explaining the more positive reception to non-conviction databases in the United States now.

The primacy of liberty

Both underpinning and extending beyond the specific right to privacy, the one-time aversion towards DNA retention in the United States may be explained by the dominance of classical liberal precepts over competing communitarian

---

77 Whitman, above n. 75 at 1151.
79 Congressional Record: 14 July 2008 H6440, per Ms Jackson-Lee of Texas.
81 In Scotland, a DNA sample may be retained only after prosecution when it does not lead to conviction and only in relation to certain sexual or violent offences and is destroyed three years following the conclusion of proceedings and a sheriff may extend this for no more than two years (Criminal Procedure (Scotland) Act 1995, s. 18A, as amended by the Police, Public Order and Criminal Justice (Scotland) Act 2006).
demands. Crudely speaking, the dominant political principle in the United States is that of individualistic or classical liberalism, embodied in negative liberty, with an absence of external constraints on action and freedom from interference. Such an interpretation of liberalism advocates a limited form of government, and sees the public sphere as legitimate only to the extent that it represents a delegation of a restricted and definite degree of private sovereignty. This resonates, or at least it did until recently, with the extant political culture in the United States to a greater extent than in England and Wales.

It is often felt that a tension inheres in the criminal justice system between due process norms which favour the individual on the one hand, and, on the other, the community’s interest in the effective investigation of criminality. New Labour’s administration in the United Kingdom sought to ‘rebalance’ the justice system towards the latter imperative, a trend which arguably seems less evident in the United States due to the counterbalancing force of constitutional liberal due process. While the precepts of liberalism underpin the British legal system in terms of laws and culture, New Labour, in office until 2010, introduced various criminal justice measures which embodied a certain regressive type of communitarianism. Communitarianism is an epistemological, moral and political ideology which is differentiated from liberalism by its focus on the community and the importance it places on civil society. The common thread running through the different varieties of communitarianism centres on the obligations owed to society and the need to tie responsibilities to rights. The individualistic nature of liberal society is rejected, and a reconfiguration of laws and social arrangements is recommended so as to recognise the centrality of the community. Moreover, the community’s rights may compete with individual rights, and this ascription stems from a desire to protect it as an entity, in addition to its values and members. This line of thought was adopted by New Labour in the United Kingdom in introducing socially conservative and moralistic measures such as

82 Classical liberalism is allied closely to the norms expounded during the Enlightenment and may be differentiated from the more interventionist welfare liberalism of the 20th century.
88 Hudson, above n. 87 at 82–3.
anti-social behaviour orders and in limiting social welfare payments, predicated on the need to tie rights to responsibilities. As Driver and Martell argue, New Labour's communitarianism was morally conformist, conservative rather than progressive in terms of the family and education, prescriptive insofar as it was defined by politicians and incorporated an individualistic leaning as it strengthened personal moral duties while neglecting corporate responsibility to the community. Extending the DNA database shared these rationales, by its subjugation of the individual's right of privacy and his interest in not being stigmatised to the need to detect and resolve criminal cases.

Invoking the importance of the community in response to the fear of crime plays on defensive reactions and facilitates the introduction and implementation of repressive elements which purport to protect that community. Moreover, such a variant of communitarianism eases the 'othering' of the suspect, without any finding of criminal guilt. This generates a parochial notion of the public interest in which general governing principles such as liberty or equality may be forgotten. While Etzioni argues that communitarians are not majoritarians and do not advocate a utilitarian sacrifice of individual liberties for the greater good, the risk is that the internalisation of such ideas in the political sphere will lead to this very consequence. Indeed the legislative expansion and financial support for non-conviction DNA collection and retention in England and Wales embodied this favouring of community interests over due process concerns in the political sphere, and when combined with New Labour's emphasis on law and order accounts for the bullish developments in England and Wales.

Political support for DNA databases

In addition to the impact of prevailing ideologies, specific policy entrepreneurs are crucial to the growth of DNA databases, and their actions are often coterminous with a crisis of some sort. This is apparent in policy development in England and Wales. Furthermore, when their presence coalesces with the discourse of risk, the appeal of this crime control tactic is enhanced, as is

90 ASBOs were introduced by the Crime and Disorder Act 1998. For an outline of the welfare changes brought in by New Labour, see J. Hills, *Thatcherism, New Labour and the Welfare State* CASE/13 (Centre for Analysis of Social Exclusion: London, 1998).
92 Hudson, above n. 87 at 91.
increasingly evident in the United States. The intersection of political culture, the politicisation of crime, and the cohesiveness of relevant institutions are seen by Ismaili to provide the contextual features which determine the policies introduced in criminal justice.\footnote{K. Ismaili, 'Contextualizing the Criminal Justice Policy-making Process' (2006) 17 Criminal Justice Policy Review 255 at 262 (Fig. 1).} In relation to non-conviction DNA databases, the undeniable value of genetic material to criminal justice and the desire to adopt scientific means to counter serious crime provide weighty imperatives for the expansion of the populations of DNA databases, especially when an advocate supports or pushes for legal amendment.

**Policy enterprise**

Alteration to the extent of the population of DNA databases is influenced considerably by political agents or ‘entrepreneurs’. The notion of a ‘moral entrepreneur’ was first propounded by Becker, depicting a person who campaigns for the creation and enforcement of a given rule to remedy a perceived wrong, evil, or social problem. For Becker, such an enterprise entailed highlighting the rule and its breach, followed by robust enforcement so as to both justify the role and position of the entrepreneur and gain public approval. Becker was particularly interested in how labelling an individual in this manner could serve to ‘create’ deviancy and thereby contribute to the commission of criminality. Building on Becker’s work, other commentators have characterised agents in policy making as public, social or norm entrepreneurs. Roberts and King describe ‘public entrepreneurship’ as the process of introducing innovation into the public sector; this may be through the introduction of a novel means of addressing criminality and criminal investigation. They differentiate forms of public entrepreneurs by means of a typology, comprising political entrepreneurs with elected leadership positions in government; executive entrepreneurs who hold appointed leadership positions in government; bureaucratic entrepreneurs holding formal although not leadership positions in government; and policy entrepreneurs, who work outside the formal governmental system. In addition, ‘policy champions’ possess formal power and resource control and thus are central to the introduction and implementation of a particular policy.

Rather than moral entrepreneurs, a range of public entrepreneurs was instrumental in the expansion of DNA databases in England and Wales, and increasingly account for policy expansion in the United States. When combined with victim support and intersecting with a high-profile case, the action of public entrepre-

103 The particular moral entrepreneur cited by Becker in his study of the labelling process was the Federal Bureau of Narcotics which crusaded against the sale and use of marijuana. Commercial dealings in cannabis, hemp and marijuana were taxed by the Marihuana Tax Act 1937. By portraying users and the drugs in a particular way, and by emphasising the immorality of drug taking and favouring personal responsibility, the Bureau was able to generate enough concern as to expedite the introduction of robust legislation and to bolster its own influence and funding.
104 See Pozen, above n. 101.
108 See, e.g., National DNA Database Strategy Board, above n. 15 at 8–9.
neurs is critical. The NDNAD was established originally by means of the Criminal Justice and Public Order Act 1994, introduced by Michael Howard, Home Secretary of the Conservative Government. This Act (controversial in many other respects\textsuperscript{109}) was followed by steady growth of the database, with cross-party support. Thus, successive Home Secretaries and other Labour MPs who voted in favour of the numerous Acts may be regarded as political entrepreneurs, while Labour Prime Ministers Tony Blair and Gordon Brown were executive entrepreneurs with regard to the NDNAD.\textsuperscript{110} Likewise, in the American states which have introduced non-conviction DNA databases, there is generally a public entrepreneur of some sort endorsing such policy development. For example, Maryland recently amended its DNA database system to permit DNA collection from certain arrestees and uploading to the state database,\textsuperscript{111} and this was pushed through vigorously by Governor O'Malley with the support of the Democratic Party.\textsuperscript{112} Governor O'Malley sought to address the privacy concerns which arise in relation to non-conviction databases\textsuperscript{113} by safeguards such as waiting until the first scheduled arraignment date before DNA is analysed and automatic deletion of samples upon acquittal or dismissal of charges. Similarly, the California Penal Code was amended by Proposition 69 which requires DNA collection by buccal swab from any adult person who is arrested for or charged with a felony offence,\textsuperscript{114} and this was passed by voters in November 2004 with the support of the Governor of California Arnold Schwarzenegger and the California State Attorney-General.\textsuperscript{115} At the federal level, the central policy entrepreneur in the US Senate regarding non-conviction DNA databases is Jon Kyl, Senator for Arizona and Republican Whip. He introduced the DNA Fingerprint Act of 2005 ‘to allow State and Federal law enforcement to catch rapists, murderers, and other violent criminals whom it otherwise would be impossible to identify and arrest’.\textsuperscript{116} Furthermore, the most powerful policy champion of them all, the American President Barack Obama, expressed his support for DNA sampling upon arrest when interviewed by John Walsh of

\textsuperscript{109} The Act permits inferences to be drawn from silence (ss 34–39), and criminalised raves and certain forms of protest.


\textsuperscript{111} Chapter 337 (Senate Bill 211); Article: Public Safety; Title 2, Subtitle 5: Statewide DNA Data Base System.


\textsuperscript{113} Ibid.

\textsuperscript{114} Penal Code, s. 296(a)(2)(C).


\textsuperscript{116} Senate Congressional Record, 29 July 2005, S9528; Senate Congressional Record, 16 December 2005, S13756, per Jon Kyl.
America’s Most Wanted, indicating that non-conviction DNA databases are likely to grow in strength in the United States.

Policy entrepreneurs often rely on or are supported by victims, their families and advocacy groups. In the 2010 general election, Labour pledged to refrain from limiting the database to the greatest extent permissible under the ECHR and cited the support of Linda Bowman whose daughter Sally Anne Bowman was murdered in a crime solved using crucial DNA evidence.\(^{117}\) This embodies the trend noted by commentators such as Garland whereby victims or their families become central and representative characters, whose interests are often invoked to support punitive measures.\(^{118}\) Akin to co-opting of victim support by Labour, Proposition 69 was sponsored by Bruce Harrington whose brother and sister-in-law were murdered,\(^{119}\) while at the federal level, the DNA Fingerprint Act was endorsed by the Rape, Abuse & Incest National Network.\(^{120}\) The involvement of victims, families and support groups in this way provides a weighty and persuasive endorsement for non-conviction databases. Moreover, the presence of a crisis regarding DNA evidence may provide a policy window\(^{121}\) for the introduction of legislation expanding the populations, such as occurred in relation to \(R v\ Weir.\(^{122}\) Indeed, Johnson and Williams note that Scotland has never had an equivalent case where conviction was based on illegally held DNA and posit that this, combined with lack of resources, may explain the more limited scheme there rather than any ideological matter.\(^{123}\) This notion of a policy window is particularly pronounced in the United States, where non-conviction DNA collection laws are named after victims. For example, in Arkansas Juli’s Law (named after murder victim Juli Busken) permits a law enforcement official at the receiving criminal detention facility to take a DNA sample of a person arrested for capital or first degree murder, kidnapping and sexual assault.\(^{124}\) Similarly, Katie’s Law in New Mexico, emulated at the federal level,\(^{125}\) derives its name from murder victim Katie Sepich whose parents ‘crusad[e] tirelessly to help pass arrestee DNA laws nationwide’.\(^{126}\)

\(^{117}\) McCartney et al. note that in fact, the procedure under which Sally Anne Bowman’s killer was detected would not be affected by the decision in \(S \text{ and } Marper.\) C. McCartney, R. Williams and T. Wilson, The Future of Forensic Bioinformation (Nuffield Foundation: London, 2010) 1.22.

\(^{118}\) Garland, above n. 93 at 11-12 and 144.


\(^{122}\) See above n. 26.

\(^{123}\) Johnson and Williams, above n. 18.

\(^{124}\) Arkansas Act 1974, s. 6.

\(^{125}\) See below n. 170.

\(^{126}\) House of Representatives, 18 May 2010, H3503–3504, per Tom Rooney.
Seeking to counter the effect of such policy enterprise, various non-profit organisations have opposed non-conviction DNA databases through campaigns and policy documents and by participating as amicus curiae in relevant cases. In Haskell and Ento v Brown the American Civil Liberties Union (ACLU) filed a motion for a preliminary injunction to prevent state collection and storage of the DNA of arrestees, although this was denied by the US District Court for the Northern District of California. In Maryland a compromise was reached due to the opposition of the Legislative Black Caucus of Maryland to Governor O’Malley’s initial proposal, due to the absence of a warrant before collection, the exacerbation of racial bias in the criminal justice system and concerns about overwhelming crime labs with meaningless DNA samples. The Caucus sought numerous safeguards such as a prohibition on sample collection before charging, a prohibition on familial searching and that no samples be entered into any database until after arraignment was granted, all of which were granted. By limiting collection and retention to certain violent offences and burglary, by imposing safeguards, and by emphasising that ‘the purpose [of a DNA profile] is akin to that of a fingerprint’, the General Assembly in Maryland passed the Bill which came into effect on 1 January 2009. Thus, the dynamic between executive and political entrepreneurs and other engaged and vocal political actors led to a moderated form of non-conviction databases.

In England and Wales, the non-conviction DNA database finally became an issue of political debate in 2006 with the Liberal Democrats and the Conservatives pledging to rein in its scope. After the ECtHR’s decision in S and Marper castigated the United Kingdom for its DNA collection and retention policies in England and Wales, Labour introduced the Crime and Security Bill 2009 to provide a slightly more restrictive model of non-conviction DNA retention. Although the Conserva-


128 For example, the Electronic Privacy Information Centre in United States v Kincade 379 F3d 813 (9th Cir 2004) cert. denied, 544 US 924 (2005). Third-party submissions were received in S and Marper from Liberty and Privacy International, see (2009) 48 EHRR 50 at paras 56–57.


131 State v Raines 857 A2d 19 at 33 (Md 2004).

tives voted against it at second reading, ultimately the Bill was not challenged, despite the Tories’ general opposition to non-conviction DNA databases. Indeed, it was reported that Conservative support was guaranteed by the Labour Home Secretary, Alan Johnson, threatening to withdraw all provisions to the Bill, thus leaving the position as it was. Instead of blocking the Bill, the Shadow Home Secretary at the time, Chris Grayling, pledged that if elected the Tories would not permit retention of the DNA profiles of innocent people arrested for minor offences, and this is manifested in the introduction of the Protection of Freedoms Bill, which is currently being debated.

The politics of risk

The aversion towards risk in US society, the influence of this on policy making and the growing reliance on actuarial methods of crime explain the development of non-conviction DNA databases and provide impetus for further expansion. A key concern of risk-oriented tactics is public protection which may potentially supersede concern for individual rights. In fact, due process rights run counter to the notion of risk control which may overestimate the likelihood of a risk occurring in a bid to protect the majority.

In England and Wales, risk was to the fore in justifying the existence of the non-conviction DNA database. S and Marper prompted a lengthy consultation process by the Home Office, ostensibly aimed ‘to provide a proportionate balance between protecting communities and protecting the rights of the individual’.

134 Ibid.
135 See text above accompanying n. 40.
136 This stems from the seminal work of theorists such as Mary Douglas and Ulrich Beck. See M. Douglas and A. Wildavsky, Risk and Culture: An Essay on the Selection of Technical and Environmental Dangers (University of California Press: Berkeley, 1982), and U. Beck, Risk Society: Towards a New Modernity (Sheffield Region Centre for Science and Technology: Sheffield, 1992).
137 For a consideration of further problematic aspects of actuarial techniques, see B. Harcourt, Against Prediction: Profiling, Policing, and Punishing in an Actuarial Age (University of Chicago Press: Chicago, 2006).
138 While the emphasis on risk in criminal justice policy and discourse may be interpreted as subsuming traditional notions of individual fairness and equity, O’Malley cautions that the concept of risk should not necessarily be regarded as negative: P. O’Malley, ‘Risk Societies and the Government of Crime’ in M. Brown and J. Pratt (eds), Dangerous Offenders: Punishment and Social Order (Routledge: London, 2000) 17. He notes that risk-based tactics and categories may be more incorporative than traditional approaches which involve coercion, exclusion and correction: P. O’Malley, ‘Risk, Power and Crime Prevention’ (1992) 21 Economy and Society 252 at 254.
although the lack of a rights-focus in the resulting paper\(^{140}\) is noticeable. The Home Office recommended the destruction of DNA samples after six months, whether the individual is later convicted or not; permanent retention of DNA profiles (as opposed to samples) after conviction; retention for 12 years after arrest for a serious violent or sexual offence or terrorism-related offence and six years for other offences. These periods were chosen based on the likelihood of offending by people who have been arrested and not convicted, drawing on research included in Annex C to the paper which purported to show that 52 per cent of reoffending happens within six years, and two-thirds of reoffending happens within 12 years. The Home Office stressed that changing the existing policy would 'reduce the number of detections that DNA delivers, and will therefore have some adverse impact on public protection' and thus it aimed 'to minimise this risk while complying with the ECtHR ruling'.\(^{141}\) This was an explicit acknowledgement that the Home Office sought to maintain as lengthy a retention period as would be permissible, and the definite emphasis in the consultation document was on risk rather than rights' analysis: 'In determining the most suitable retention period, the key question is one of risk'.\(^{142}\) Although the paper admitted that the evidence for reoffending in more serious and violent cases was unclear, a longer retention period was deemed to be 'a commonsense approach given the more serious consequences of reoffending and therefore the damage that a missed detection would imply'.\(^{143}\) In fact, it is unlikely that the ECtHR would have viewed the proposed 12-year retention period as proportionate, and the appeal to common sense in a document which professes to be scientific is jarring.\(^{144}\) Moreover, the validity of the methodology in the report is questionable,\(^{145}\) suggesting that merely the lexicon of risk was cited, as a disguise for the more authoritarian and invasive approach of the NDNAD.

Similarly, studies on so-called 'preventable crimes' have been relied upon in policy development in the United States, indicating the growing centrality of risk

---

141 Ibid. at para. 2.9.
142 Ibid. at para. 6.6.
143 Ibid. at para. 6.13.
144 See McCartney et al., above n. 117 at paras 6.7–6.10.
NON-CONVICTION DNA DATABASES IN THE UNITED STATES AND ENGLAND

databases in the United States and England. Two empirical studies carried out in Chicago and Maryland indicate a
significant number of violent crimes which could have been prevented had DNA been sampled upon arrest rather than conviction, and these have been cited on numerous occasions at the federal and state level. Such reference to science in criminal justice appeals to politicians who prefer the expertise of technical scientists who are seen as objective and non-ideological, in contrast to the ‘softer’ and by implication ideologically driven expertise of human rights lawyers, criminologists, psychologists and political scientists, who are increasingly neglected in the policy-making process. Indeed, one could also consider the issue not solely as one of ‘hard’ versus ‘soft’ social science, but also centring around the independence of the research: while plenty of criminologists could have carried out ‘hard’ quantitative studies of this issue, existing studies have been performed in-house on behalf of state and government bodies. The use of science in the criminal process in this manner is ostensibly ‘universal, general, uniform, and neutral’ and fits with the distrust of certain professionals, criminologists, officials and practitioners identified by Rock in the Home Office in the mid-1990s and the pervasive fall of ‘liberal elitism’ in the governance of crime. Thus, while collection and retention of DNA encroaches on civil liberties, policy makers couch the debate in terms of empirical validity and scientific methodology, supported by in-house research, to ensure their palatability.

In a related concept, Feeley and Simon observed almost two decades ago that a new penology, with revised discourses, objectives and techniques, was

---


148 See Congressional Records (Senate), 29 July 2005, S9528 et seq, and Congressional Records (Senate), 16 December 2005, S13756, per Mr Kyl; Congressional Records (Senate), 14 July 2008, H6438 and Congressional Records (Senate), 10 December 2009, S12904–S12907, per Mr Schiff.


emerging,\textsuperscript{152} with a shift in discourse from retribution to the language of probability, and in which offenders are regarded as aggregates rather than individuals. The focus is less on the responsibility, culpability and treatment of individuals, but rather on techniques to identify, categorise and manage groups according to their dangerousness: ‘[t]he task is managerial, not transformative’.\textsuperscript{153} As has also been argued in relation to CCTV,\textsuperscript{154} non-conviction DNA collection and retention incorporates aspects of the new penology with its ‘adaptive’ strategies and emphasis on crime prevention.\textsuperscript{155} Indeed, DNA retention is paradigmatic of the new penology, given that it subsumes individual characteristics by a standard which applies to suspected offenders as a class yet does not seek to alter them or the social situation. Moreover, the new penology also focuses on the notion of a career criminal, where the primary concern is the identification of such high-risk offenders to incapacitate and manage them.\textsuperscript{156} As Johnson and Williams emphasise, the notion of the recidivist offender is key to DNA collection and retention,\textsuperscript{157} and this was demonstrated by the Home Office report which seems to regard all arrestees and suspects as likely to ‘reoffend’ despite the absence of an initial finding of guilt.\textsuperscript{158} This underlines the assumption that the individual whose genetic material has been taken at arrest is guilty of the suspected offence, and again contributed to political acceptance of DNA retention.

**Practical support for DNA databases**

In addition to, or perhaps instead of, these ideologically and politically grounded arguments are some more practical or banal explanations for non-conviction DNA database expansion, namely the development of DNA technology and the availability of funding. Eschewing the significance of legal or principled factors, we may look to the fact that much of the relevant technology and methodology used in DNA sample comparison and profiling originated in the United Kingdom. DNA profiling was developed by Professor Alec Jeffreys at the University of Leicester,

\begin{footnotesize}
\begin{enumerate}
\item[153] Ibid. at 449–52.
\item[157] Johnson and Williams, above n. 155 at 10.
\item[158] Home Office, above n. 140 at para. 2.8.
\end{enumerate}
\end{footnotesize}
England, from the mid-1980s onwards, and the UK's Forensic Science Service pioneered the development and implementation of DNA technologies which facilitated the creation of the world's first DNA database in 1995. Thus, England and Wales had both the available technology and the impetus to stay at the cutting edge by using such tactics. As McCartney et al. note, the content of the criminal law may be influenced by practical considerations such as technological developments occurring simultaneously with the emergence of a competitive forensic marketplace and the absence of a backlog of genetic material to process (in contrast to the US). Indeed, in *S and Marper v United Kingdom*, the government emphasised that the United Kingdom 'is in the vanguard of the development of the use of DNA samples in the detection of crime', thereby explaining and justifying the size and resources of its DNA database. However, the court considered that any state claiming a 'pioneer role' bears special responsibility for striking the right balance between crime control and privacy, rather than acquiring a carte blanche to extend this investigative method.

Furthermore, the development of law relating to DNA collection and retention in England was matched by specific increased funding via the DNA Expansion Programme, as well as training for police officers and scientific personnel. This was critical to ensure implementation of the law, and, when combined with the ideological and political factors previously outlined, conspired to permit dramatic growth of the non-conviction DNA database. Although the funding made available for the project is certainly a function of the existing political support, the current economically straitened times may begin to impact upon the UK DNA database. The Forensic Science Service (FSS), which has the contract to provide operational services for the NDNAD, and which receives and loads profiles to the NDNAD and searches it for matches, is to close in 2012. Given the range of 'austerity' measures being introduced in light of the economic recession, the rapidly

159 See above n. 13.
161 McCartney et al., above n. 117 at para. 1.9.
163 Ibid. at para. 112.
164 Parliamentary Office of Science and Technology, above n. 10 at 2.
increasing expenditure on the NDNAD and the previous failure to assess the benefits and costs of this\textsuperscript{167} may soon be revisited.

Support for database expansion in the United States is evident in the increased funding for DNA collection and retention, with the Backlog Reduction Funding Awards\textsuperscript{168} and the Convicted Offender and Arrestee DNA Backlog Reduction Program.\textsuperscript{169} The DNA Expansion and Improvement Act of 2009 introduced a scheme of ‘DNA Technology Enhancement Grants’ which allows the Attorney-General to issue grants to states and local government totalling $50 million per year from 2009–13 to buy or improve forensic DNA technology.\textsuperscript{170} Moreover, the federal Katie Sepich Enhanced DNA Collection Act of 2010 provides for incentive payments for states to implement enhanced DNA collection processes, that is, from persons arrested for serious offences like homicide, sexual offences, aggravated assault and burglary. If state compliance is ensured owing to such bonuses, a considerable expansion of the CODIS database will result.

The determining power of the law

Contemporary criminal justice and penal policy often demonstrates contradictory rationales and aims, with the coexistence of opposing ideas like incapacitation and correctional reform, and stigmatisation and reintegration. This has been explained by reference to states’ adaptation to and denial of high crime rates and the inability to resolve the issue,\textsuperscript{171} and the conflicting principles of the ‘law and order’ politics of the New Right which yields considerable power over policy development.\textsuperscript{172} In the same manner, while historical resistance to non-conviction DNA databases in the United States may be explained by ideological, political and practical factors, policies allowing for such DNA sampling and retention are likely to proliferate given the aversion towards risk in crime control practices, and the ready enterprise of political and other actors, bolstered by an injection of funds.

\textsuperscript{167} McCartney et al., above n. 117 at para. 1.4.
\textsuperscript{170} DNA Expansion and Improvement Act of 2009, s. 2.
\textsuperscript{171} Garland, above n. 93 at 110 et seq.
\textsuperscript{172} P. O’Malley, ‘Volatile and Contradictory Punishment’ (1999) 3 Theoretical Criminology 175 at 176 et seq.
This article has outlined how numerous factors encouraged the early adoption in England of this crime control technology when compared with the United States; what is now posited is that ultimately, it is the interpretation and implementation of constitutional law and human rights that governs and will determine the scope of the schemes in both countries. As noted, the law in England and Wales in this area was found by the ECtHR to breach the right to privacy as safeguarded by Article 8 of the ECHR. By signing and ratifying the ECHR, the United Kingdom vouched to guarantee to everyone within its jurisdiction the rights and freedoms defined in the Convention, and granted the ECtHR binding authority to decide cases on such matters. Where the law of a state which is party to an ECtHR case is found to be incompatible with the Convention, national law must be amended to cohere with the decision, as is currently occurring by means of the Protection of Freedoms Bill. This change of the law to accord with the European judgment demonstrates the ultimate superiority of the law.

In the United States approval in state courts of DNA collection and retention has allowed the establishment of and safeguarded the legitimacy of non-conviction databases. While the US Supreme Court has not yet accepted a case concerning the constitutionality of the collection and retention of DNA from innocent persons, state courts have examined this issue. Despite the more entrenched conceptions of privacy as elucidated above, most courts have approved of this measure. In the American constitutional sense, the compulsory extraction of blood for DNA profiling has been viewed as constituting a ‘search’ as it falls within the person’s ‘reasonable expectation of privacy’, thus bringing the procedure within the scope of the Fourth Amendment. Constitutional jurisprudence has refined the parameters of the Fourth Amendment to provide that although a search or seizure must usually be conducted with a warrant and with probable cause, it may still be reasonable if obtaining a warrant was impractical, if individualised suspicion exists, or where a ‘special need’ that goes beyond normal law enforcement purposes was present. The court may also invoke a general balancing approach, the ‘totality of circumstances’ test, which sets the state interest against that of the individual to determine the reasonableness of the search ‘by assessing, on the one hand, the degree to which it intrudes upon an individual’s privacy and, on the

173 As previously noted, Scotland has different laws and rules regarding DNA collection and retention.
174 Article 53.
176 United States v Kincade 379 F3d 813 (9th Cir 2004) (en banc).
177 Schmerber v California 384 US 757 (1966); Terry v Ohio 392 US 1 (1968); New Jersey v TLO 469 US 325 (1985). A special need has been found not to exist where the primary aim was to detect evidence of ordinary criminal wrongdoing; City of Indianapolis v Edmond 531 US 32 at 44 (2000).
other, the degree to which it is needed for the promotion of legitimate governmental interests'.\textsuperscript{178} Every court which has analysed the federal or equivalent state statutes permitting collection and analysis of DNA from convicted persons has upheld them as compliant with the Fourth Amendment,\textsuperscript{179} but there is less consistency regarding the position of unconvicted individuals in state courts. For the most part, the general balancing test has been applied to uphold the collection of DNA samples from persons arrested for violent felonies on the basis that it entails a minimal privacy intrusion, and because of the diminished expectation of privacy of arrestees when compared with the general population and the compelling interest in DNA as a law enforcement tool.\textsuperscript{180} However, in Friedman v Boucher and Luzatch the Ninth Circuit found that the sampling of an arrestee was in breach of the Fourth Amendment.\textsuperscript{181} Neither the special needs test nor the general balancing test validated DNA collection: the former did not apply since the only government interest in taking DNA was ‘to help solve “cold cases” ... clearly a normal law enforcement function’, and the search was not reasonable on a balancing approach as the only limitation permitted on pre-trial detainees’ right to be free from suspicionless searches was for prison security.\textsuperscript{182}

The preceding analysis has indicated that in essence, the development of non-conviction DNA databases is contingent on many legal and political factors, and indeed in England and Wales the combination of political and cultural variables without a robust constitutional framework of protection for individual privacy provided a heady enticement to New Labour to expand the NDNAD. Historical contingencies and constitutional jurisprudence has provided a brake in this regard in the American setting, yet it appears that non-conviction databases will become more common in the United States. While the absence of a distinct right to privacy and the presence of a certain form of communitarian politics may once have eased the expansion of DNA collection and retention in England and
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Wales, the jurisprudence of the ECtHR is now limiting this scheme. In contrast, in the United States the legal norm of privacy and a classical liberal ideology may once have dissuaded policy makers from introducing such measures; nevertheless judicial interpretation of the Constitution now permits the growth of non-conviction databases.